


Points to consider - a starter for 10.

Every business is unique. It is down to the needs and working style of your business as to whether all or some personal devices 
are permitted to access business applications. However, recent research suggests that 77% of employees are currently using 
their own devices for work related activities already.1 Only a portion of those businesses have a formal BYOD policy in place, so 
the rest are connecting to the network without the control of the IT department. Your business will need to consider how to 
deal with this trend securely - putting in place and communicating a formal BYOD policy is crucial otherwise you’ll risk 
damaging your network without one.

Recognising the BYOD revolution.1

Employees may be more productive if they’re allowed to work remotely or whilst on the move. Research suggests that staff who 
use their personal devices for both work and personal use put in an extra 240 hours work per year versus those who do not.2

If your business has already, or is looking to roll out flexible working practices then allowing the use of personal devices needs to 
be considered. Employees can still work when there is extreme weather, whilst travelling and even if personal circumstances 
keep them from the office. You’ll save money on travel expenses too, which also helps you reduce your carbon footprint. Plus 
you’ll be able to attract and retain the best talent.

How do your employees prefer to work? 2

The world of work is changing.
Employees now expect to work very differently to a 
generation ago. Their personal devices (mobile phones, 
tablets and laptops) often have more power and a greater 
personalised user experience than their work equivalent. 
It’s only natural therefore that they want to use these 
same devices at work. Which is great for your business, 
helping increase productivity.

However, employees expect the same access to systems 
and applications that they use on their business-provided 
devices. If these are not managed correctly trying to get 
this access can cause a security headache for an IT 
department. With the right networking infrastructure 
and policies, your business can turn this challenge into 
an opportunity.

You will want to ensure that your employees and guests receive the same quality and uninterrupted network access whether 
on a Wired, Wireless, VPN or WAN connection. Your network needs to be fast and robust to support this way of working, so 
it’s a good opportunity to review your existing network infrastructure and whether this is suitable or needs upgrading. 

Your network.3

As well as speed, you’ll want to protect your business from any malicious attacks or viruses. So your network review could 
also consider security to ensure any potential risk is mitigated.

Keeping your business safe and secure.4

Contact BT  
www.btireland.com/byod 
or call us on 1800 924 926








